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Introduction
This work item specifies enhancements on network slicing to support the following features:

1)
Network Slice usage control

2)
Temporarily available network slices

3)
Partial Network Slice support in a Registration Area 
4)
Network Slice Area of Service (NS-AoS) not matching deployed Tracking Areas (TA)
5)
Network Slice Replacement and Network Slice Instance Replacement
6)
Centralized Network Slice Admission Control (NSAC) architecture and Hierarchical NSAC architecture
The detailed description is shown below.
Description

1) Support of Network Slice usage control, as described in clause 5.15.15 of TS 23.501 [1]
A network-controlled Slice Usage Policy is introduced to control the network slice usage in the UE side. The network-controlled Slice Usage Policy is provided to the UE in the Registration Accept or the UE Configuration Update Command, and includes following:
-
An indication, whether this Network Slice is on demand S-NSSAI, i.e. whether the UE only registers with the Network Slice with the network when applications in the UE require data transmission in the Network Slice.
-
For all on demand S-NSSAI(s) of the HPLMN in the Configured NSSAI, a slice deregistration inactivity timer that causes the UE to deregister the Network Slice after the last PDU Session associated with the S-NSSAI is released.

The SMF configures PDU Session inactivity timer to the UPF so that PDU Session can be released when there is no traffic over the PDU Session. The UE and AMF may start slice deregistration inactivity timer when the on-demand slice is not used by any PDU Session. If the timer is expired, the UE and AMF removes the on-demand S-NSSAI from the Allowed NSSAI.

2) Optimized handling of temporarily available network slices, as described in clause 5.15.16 of TS 23.501 [1]
A network slice may be available only for a limited time that is known at the network in advance e.g. by OAM or subscription. The AMF, based on OAM configuration or information received from the UDM or NSSF, may indicate to a UE the validity time for one or more S-NSSAIs in the Configured NSSAI in the Registration Accept message or via the UE Configuration Update procedure. If the validity time indicates the S-NSSAI is available, the UE may request the S-NSSAI in a Requested NSSAI. Otherwise, the UE does not include the S-NSSAI in the Requested NSSAI and remove the S-NSSAI from the Allowed NSSAI or Partially Allowed NSSAI (see Partial Network Slice support in a Registration Area). The UE also locally releases any PDU Sessions associated with the S-NSSAI.
3) Partial Network Slice support in a Registration Area, as described in clause 5.15.17 of TS 23.501 [1]
In Rel-17, the S-NSSAI of the Allowed NSSAI shall be supported in all the TAs of the Registration Area. This restriction may increase Mobility Registration Update signalling if an S-NSSAI is supported in a TA. In order to resolve such restriction, Partially Allowed NSSAI and S-NSSAI rejected partially in the RA are introduced. When the AMF provides Partially Allowed NSSAI or S-NSSAIs rejected partially in the RA, the AMF includes a list of TAs where the S-NSSAI is supported. When a UE received Partially Allowed NSSAI or S-NSSAI rejected partially in the RA,
-
the UE is considered registered with an S-NSSAI of the Partially Allowed NSSAI in the whole Registration area and does not trigger registration when moving between the TAs of support and non-support for the S-NSSAI within the RA. 
-
the UE is allowed to initiate a Mobility Registration Update procedure to request registration with the S-NSSAI only when the UE is in a TA supporting this S-NSSAI.

The user plane resource is not allowed to be activated for a PDU Session of an S-NSSAI part of the Partially Allowed NSSAI and the UE moves to a TA which is not part of the list of TAs associated with the S-NSSAI. 

4) Support for NS-AoS not matching deployed TAs, as described in clause 5.15.18 of TS 23.501 [1] 

In order to support S-NSSAI deployed over an area not matching TAs, S-NSSAI location availability information is introduced. The S-NSSAI location availability information defines additional restrictions to the usage of an S-NSSAI in TAs where the Network Slice availability does not match the TA boundaries. The AMF is configured per S-NSSAI whether to send the S-NSSAI location availability information to the UE. The S-NSSAI location availability information includes, for each applicable S-NSSAI of the Configured NSSAI, Location information indicating the cells of TAs in the RA where the related S-NSSAI is available if the S-NSSAI is not available in all the cells of the TA. The UE can request the S-NSSAI only if the S-NSSAI location availability information indicates that the S-NSSAI is available at the cell where the UE is camping. If the UE is in a cell within the RA but outside the location availability information of the S-NSSAI, the user plane resource for any already established PDU Session with that S-NSSAI is released.
5) Support of Network Slice Replacement and Network Slice Instance Replacement, as described in clauses 5.15.19 and 5.15.20 of TS 23.501 [1]
a)
The Network Slice Replacement

This feature is used to replace an S-NSSAI with an Alternative S-NSSAI when an S-NSSAI becomes unavailable or congested without impacting application layer. The Network Slice Replacement can be triggered by NSSF, PCF or OAM. Based on the notification above from NSSF or PCF or OAM, the AMF may determine that an S-NSSAI is to be replaced with Alternative S-NSSAI. The AMF provides the Alternative S-NSSAI for this S-NSSAI in the Allowed NSSAI and in the Configured NSSAI. The Network Slice Replacement is applicable for both new PDU Session and existing PDU Session. During the Network Slice Replacement, the AMF provides both the replaced S-NSSAI and the Alternative S-NSSAI to the SMF and the SMF to PCF. For existing PDU Session, the SMF sends the Alternative S-NSSAI to the supporting UE either in PDU Session Modification Command or in PDU Session Release, to replace the S-NSSAI of the PDU Session.
b)
Network Slice Instance Replacement


The Network Slice Instance Replacement is used when a PDU Session for a given S-NSSAI is established using a selected Network Slice instance and the selected Network Slice instance is no longer available (e.g. due to overload). The AMF may subscribe with the NSSF for notifications when any of the Network Slice instances served by the AMF is congested or no longer available. When the NSSF notifies the AMF that a Network Slice instance is congested or no longer available, the AMF may delete old NSI ID corresponding to the Network Slice instance that is no longer available. Then the AMF notifies the SMF of the PDU Session(s) selected by using such old NSI ID to release the PDU Session(s). Subsequently, the SMF triggers the impacted UE(s) to establish new PDU Session(s) associated with the same S-NSSAI. The AMF selects a new Network Slice instance for the given S-NSSAI during PDU Session Establishment.
6) Support of Centralized NSAC architecture and Hierarchical NSAC architecture, as described in clause 5.15.11 of TS 23.501 [1]
In Rel-17, multiple NSAC service area is supported and for each NSAC service area, independent NSACF is deployed. Such deployment has limitation because each NSAC service area has its own maximum number of UEs per network slice and/or maximum number of PDU Sessions per network slice and there is no interaction between the NSACFs deployed in different NSAC service area. Therefore, network cannot use common maximum allowed number of UEs/PDU Sessions per network slice. In order to resolve such limitation, two additional architecture options are added:
a) Centralized NSAC architecture


In this architecture, a single centralized NSACF is deployed in the network to handle admissions in all NSAC service areas. The centralized NSACF is configured with the total number of UEs per network slice and the maximum number of PDU Sessions for the entire PLMN. In this architecture, NSAC Requests from AMF or SMF to the single centralized NSACF includes the NSAC service area of the NF consumer if multiple NSAC service areas are deployed in PLMN.
b) Hierarchical NSAC architecture

In this architecture, there are two roles of NSACF, i.e. Primary NSACF and NSACF. The Primary NSACF, controls and distributes of the maximum number of UEs and/or the maximum number of PDU Sessions for other NSACF(s) deployed in different NSAC service Area. The Primary NSACF handles overall NSAC for an S-NSSAI at the global level (i.e. it is ultimately responsible for the NSAC for an S-NSSAI). The NSACF is responsible for one or multiple NSAC service area. One NSAC service area is only associated with one NSACF instance or one NSACF Set.
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